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HepHbIM 1 OEeAbIM LUK

®»HePHbIM LMK — CUCTEMA, MMEIOLLLAS HEKMM
(BXOA) MHADOPMALMM U HEKMM (BbIXOA) AAS
OTOOPAXKEHUSA PEIYABTATOB PADOTHI, MO STOM

MNPOOUCXOASLLLEE B XOAE PADOTHI MOAB3OBATEAIO
HEW3BECTHO

®» HEeAblM LMK — B 3TOM CUCTEME YKA3bIBAIOTCH BCE
€€ DAEMEHTbI, CBA3M MEXAY DAEMEHTAMM
BHYTOU CMCTEMbI




OueHKa NoTpebHOCTH B 3ALLUMTE:

» VA43BMMOCTb

®» 3HOYEHME COAEPKAHMUS

®» BoeMd XM3HU COAEPXKMMOTO
®» CPOOK CAY>KObl 6€30MACHOCTH

MeETOAbI 3ALLUTBI

» YcrapesaHume O

®» BOAAHbIE 3HOKM M OTMEYATKM NMAAbLLEB
®» PO3HOOOpA3mMe

®» CepBEP-KAMEHT



MeToAbI 3AQLLLMTBI OT AHAOAM3C

»MeTtoa KoAbepra
®»Konntorpadoms 6EA0ro ALLMKG
® ||| 1dopOBAHME KOAO




MeTOAbI 3ALLUUTEI OT QAABCHMADUKALNM

®»[|OAMUCH

» CTOAOXKHMKM

®» 300bIBYMBOE XELLIMPOBAHME

» B OTYOAU3ALLNS

» VYCTOMYMBOCTb K ADAALCHMADUMKALLINM




METOA KOABEPTA

HA BXOA

[Mporpamma A
budamotekm L1, L2...
Habop TpaHcopMmUpytoLLmx npoueccos T1, T2...

PYHKLLMM, ONPEAEAFOLLME DT EKTUBHOCTb TPAHCHOOPMMUMPYIOLLLIMX MPOLLECCOB
El, E2...

PYHKLMM, ONPEAEAFIOLLIME BAXKHOCTL doparmeHta |1, 12

®» OnpeAeAeHHbIM PPArMEHT S

®» ? 4Y1CAOBbIE KOHCTAOHTbI acceptcost>0, requireobfuscation>0

BUAbI MPEOBEPA3OBAHMM

Aekcumyeckoe Npeodbpa3oBAHME

OB dbyCcKALMA YIIPABAEHMS
OOdoycKkaLMA AQHHBIX
[ToodomAakTMHECKOE NPEOOPA30BAHME



KPUTMTOTPAPUA BEAOTO ALLINKA

» |[aeq. NMpeobpPA30BAHME KAOHA
®» 3ameHa L Ha l':

®» POCCMOTPUMM ceputo TABAUL, momcka: L1, L2, L3. Mbl BBEAEM HEKOTOPbLIE
CAY4OMHbIE NPEOOPA30BAHUA M1, M2:

L1 — M1 — M1 — |2 — M2 — M2 — |3
byAem XpAHUTb:

L1'=L1*M]1

L2'= M1-T*L2*M2

L3'= L3* M2
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[OAMNCI

®» BAGAEAEL MOXET MOAMMCATbL MPOAYKT, A NMOAb3OBATEAbL, MPOOBEPMB MOAMMCH,
AOOQABUTb 3TOT MPOAYKT

®» HeAOCTATOK — MOAAEAKO MOAMUCH




CTPAXHWMKN

CTPO>KHUKM- HEDOABLLIME MOAMNPOTPAMMBI, KOTOPbLIE
NPOBEPSIOT LLEAOCTHOCTb KOAQ, MPU STOM OHM MOTYT
BOCCTOHOBAMBATb M3MEHEHHbIE YYOCTKM KOAC

TecTep — NOANPOrPAMMA, KOTOPAS BIMUCAIET XELLI-
JOYHKLMIO, HOYMHAS C HEKOTOPOIO YHACTKA KOAQ U
CPOBHMBOET €€ C OPUTMHOAOM

Koppektopbl HEOOXOAMMbI AAT OE30MACHOIO XPAHEHMUS
OPUTMHAABHOTO 3HAOYEHMS XELL-ADYHKLMM

CAEAST 30 LLEAOCTHOCTbIO AEKCUKM, O HE CEMAHTUKM



SABbIBHINBOE XELLUIMPOBAHME

[ToorpaMMa NPEACTABAIET CODOM MOCAEAOBATEABHOCTb
MHCTPRYKLMUM |, KOTOPbIE ODPALLLAIOTCH AAA YTEHMA 1 3ATUCH
K YYOCTKAOM MAMITM M, HOYOABHOTO COCTOAHMSA MAMSITM M,
CHETYMKA MHCTPYKUMM C, M1 €r0 HOYAABHOTO COCTOAHMS C.

AEAOM HEKOTOPOIO YHACTKA MPOTPAMMbI HO3bIBAETCH
natepka {I, M, C, m, P}, rae P - BXOAHOM NAPAMETP,
KOTOPbIM BAUIET HA BbIMOAHEHME YHACTKA MPOTPAMAMBbI.
CAEA OTPAXKAET CEMAHTUKY. TOKMM ODPA30OM BbIYMCAIETCS
XeLL-JPYHKLMNA CAEAQ
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YCTOMYMBOCTb K ¢

PAABCHC

PUKALNN

» JIHAMBUAYOAMIMPOBAHHAS MOAYAbHAOS M3ObITOYHOCTb C TOAOCOBAHMEM

» IHAMBUAYOAUIMPOBAHHAS MOAYAbHAS M3OBbITOYHOCTb CO CAYHOMHbBIM

BbINMOAHEHUMNEM



OuUEeHKO METOAOB

Protection against

annlysi= tampering
Technigue stitic | dymamic | static | dvnamic
Collberg's ohiuscation transtormations E* I L £
W hite-box cryptography ¥ " I F
Code eneryption ¥ " I £
LCode =igning M I I M
Auncsmith’'s tamper resistant soltware ¥ I I F
aoftware guards= ™ M L* £
Clbhlivious hashing M M L £
YVirtnalization E* I L E*
Tamper tolerant soltware M I L £




3ALLUTA NPOrPAMMHOro
obecnevyeHus OT
CTATUHECKUX HONMNAAEHUN




CTATM4ECKMM OHOAM3 KOAQ - AHAAM3 MPOTPAMMHOTO

obecneyeHums, NPOU3BOAMMbBIM (B OTAMYME OT

AMHAMMYECKOTO AHAAM3A) Oe3 PEAABHOTO BbIMOAHEHMUS

MCCAEAYEMbIX MPOTPAMM. TEPMUH ODBbIMHO MPUMMEHSIOT K
AAM3Y, MPOUIBOAMMOMY CneumnaabHbIM [10.




PeBepC-MHXMHMPUMHI (OOPATHAS PA3PAbOTKA,

OOPATHbIM MHXUHUPUHT) - UCCASAOBOHMUE
HEKOTOPOrO YCTPOMCTBA MAM MPOTPAMMbI, O TAKXE
AOKYMEHTAUMNM HA HETO C UEAbIO NOHATb NPHUHUMIM €70

PAOOTHI.

OBOPATHBIN MHXMHUPUHT
[1O NPOM3BOAUTCH C
MOMOLLLBIO

/ N\

AM3C|CC9M6AMPOBCIHM€ ACKOMIMUAILUA




AnzaccemMOAUpoOBAHUE - MEPEBOAMUT ABOUNYHbBIM
KOA B MHCTPYKLUMKM MO COOPKE, KOTOPbIE
COOTBETCTBYIOT OMPEAEAEHHOM APXUTEKTYPE
npoLeccopa. Hanpumep B accembaep.

AEKOMMUASATOP B OCHOBHOM ULLLET MOAEAMU,
KOTOPbIE MOTYT ObITb NEPEBEAEHbI M3
acceMOAEPA B MCXOAHbIM KOA. TOK KAK KOA

BbICOKOIO YPOBHS Boraye m 6oaee KOMMNAKTHbIN,
4YOCTO AErYe NOHATH.




Pe3yAbTATbl, MPOUBEAEHHbIE AOAEE HAMPABAEHLI HO
3ALLUMTY NMOTOKA YMNPOABAEHMA. TEM HE MEHEE, Mb
PACLLUMPIAEM TEXHUKY, HO3bIBAEMYIO
CMAIOLLLEHHBIM TPAJOOM MOTOKA YINPABAEHM,
KOTOPAA MO CYTM MEPEBOAMUT MPOODOAEMY MOTOKA
YMNPABAEHMS B MPOODOAEMY MOTOKA AQHHbIX. TOKMM
00PA30M, HALLA TEXHUKA COCPEAOTOYEHA HA
AQHHbIX, O MMEHHO 3ALLMTbI CTAOTUHECKM
BHEAPEHHbBIX AOHHbIX MOTOKA YNPOABAEHMS.
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Figure 4.1: (a) A flattened control flow graph. (b) An if-else if-else if-...
structure, which is equivalent to the flattened program in (a).




case 2.

if (c <= 100)
swVar = 3;
else
swVar = 0;

swVar - " nepemeHHas nepekAtoyYeHms -




OnpeaeAeHne 1. AOKOAbHbIM QHAAM3 - AHOAM3
HEOOABLLLIOM YOCTU KOAQ, PACMOAOXEHHOTO B
MAM BOKPYT ONPEAEAEHHOTO MECTA.

Hawa LeAb, HTOObl 3QCTABUTL
3AOYMbILLAEHHMKA CAEAQTH
FAODAAbHbIM QHOAM3, AOXKE ECAM OH
XOYET BbIMOAHMTb AOKAAbHYIO OTAKY.




LLlar 1. M3ameHeHnE 3HAQYEHMS KECTKO
3AMPOrPAMMUPOBAHHOTO MOTOKA YMNPOABAEHMA.

case 2:

if (c <= 100)

swVar = swVar + 1;
Ise

swVar = swVar - 2;

[ToOCTA9 AOKOABHAOS ATAKA TPEDOYET TAOOAABHOTO
AOHOAM3A CO CAOXKHOCTbIO B XyAlLLem cAydae O (nk)
NPU K YACAO NPEALLIECTBYIOLLUMX BAOKOB, N- YACAO
©a30BbIX OAOKOB.




LLlar 2: MICNoOAb30OBAHME EAMHOTO YHUAOULMPOBAHHOTO
ornepaTopda

case 2:
swVar =swVar+ 1 - (c <=100) * 3;

B(x) =x+a+yxb - PYHKLMS BETKM B()

AN AOOBIX |5, In, 2, cywt. g, b:lh=k+a u lk=+a+Db




Lllar 3: MICNOAb3OBAOHME HEAOKOABHbIX 3HOYEHMM

BmecTto Xinn= Xi+a + Y xp rae Xi AOKAAbHO AOCTYIMHbI, Mbl
MNOAYYMM Xi+1 = X1 +a + Y XD,

ar 4: CAeAQTb 3HAYEHMS TPYAHO BbIYMCAIEMbIMM

MCnoAb3yeEM OAHOCTOPOHHIOK AOYHKLMIO F()




Csouctea cbyHkumu F():

- OAHOCTOPOHHOCTb.
* BUEKTUBHOCTD.
* PACNPOCTPAHEHHOCTbD.

Mpumepbl byHKkuUun F():

*AUCKPETHbIN AOTApPUCOM.
ANCKPETHbIM AOTAPMAOM HOA KOHEYHbIM NoAem GF (p). B GF (p) mbl
MOXXEM MCMNOAb30BATH F (X) = g/AXx(mod p), g reHepatop NoAd m p BOAbLLOE
NPOCTOE.
* Kpuntorpaduieckue xaw-qpyHKUUM.

F: {0, 1}An -> {0, 1}An:  F (X) = hash(x)
«Mpoobpa3y - ABAIETCA NPOOOBPA3OM X3LU 3HOYeHMd Y = F (x): FA-1 (y) = x.




[TOABOAS UTOI, HALLUA CXEMA BbITASAUT
CACAYIOLLUM OOPAa3OM:

* (NPOBAAMBAIOLLLIMMCH) OCHOBHOM BDAOK BB* COAEPXMUT:

- HOBYIO MEPEMEHHYIO Z, KOTOP A XPAHUT 3HAYEHUA BPEMEHM
BbIMOAHEHMSA NEPEMEHHOM MEPEKAIHATEAST (KOTOPbLIE MPUBOAAT K
BB* 1 KOTOP QS HE XXECTKO 3aMPOrPAMMMPOBAHDBI B KOAE): Z = X, U

- BbI30B K HOLLIEM NEPEXOAHOM CPYHKLMM: X = F (Z).

* BCE APYrMe OCHOBHble OAOKM BBi coaepar:

- KoHkpetmsaumsa B () € MOMOLLLbIO MPEABAPUTEABHO BbIYMCAIEMbIX
aumb. 310 B () pabotaet Ha "MeTKY BpEMEHU", XPAHALLLENCA B Z,
KOTOPAS 9BAAETCA CO CTATMHECKOM TOYKM 3PEHUA CEKPETHBIM
3HAYEHMEM: X = Z + ai + Yi Xbi. [TOMHMTE, YTO 3HAYEHME METKM B Z
eCTb NPOOBPA3 METKU, KOTOPASA MCMOAb3YETCSH AAA NMEPEAQYM
yrNpaBAEHMS BBI.




